
Disclaimer: Communication, Personal Information and Cybercrime

GL Attorneys (hereinafter referred to as GLA) values the personal information of all individuals on their 

database and strive to make use of only verified contact details to establish contact with the named account 

holder/recipient. The contact details are obtained from either their clients, a reputable credit bureau, next 

of kin, colleagues or the individual themselves.

Any communication sent by GLA contains confidential information and is intended for the named recipient 

only. If any other party, who is not the named recipient, receive any communication from GLA, they must ac-

cept that they have received the communication in error and they are therefore not allowed to disseminate, 

distribute or copy the contents or any part thereof for any reason whatsoever.  

The incorrect recipient must notify the sender immediately of the fact that they have received communica-

tion by mistake and they must also confirm that they will delete any communication from their device and 

their system (if applicable). 

No form of communication transmission can be guaranteed to be secure or error-free as information could 

be intercepted, corrupted, lost, destroyed, arrive late or incomplete, or contain viruses. Any recipient (in-

tended or incorrect) should, therefore check for threats, viruses, or any other malware with proper soft-

ware, as the sender does not accept liability for any damage inflicted by viewing the content of the commu-

nication, opening attachments, or clicking on any links.

GLA also does not accept liability for any errors, omissions and/or changes in the contents of any message, 

with specific reference to the banking details supplied, which may arise because of intercepted or hacked 

transmission.  

The reader’s attention is drawn to the fact that criminal syndicates may attempt to induce the recipient to 

make payments due to GLA or their client, into bank accounts that do not belong to GLA or their client.

This type of fraud may be perpetrated through emails, letters and electronic or other correspondences that 

may appear to have emanated from the offices of GLA.

 If at any time the recipient is suspicious or uncertain of the correctness of the contents and in particular 

the bank account details provided in any form of communication and before making any payment to GLA 

or their respective client (bank details mentioned in any form of communication) the recipient is advised to 

verify that the account into which payment will be made, is a legitimate bank account of the intended party.

The named recipient is advised to confirm the banking details either with (a) the Bank or (b) telephonically 

with GLA or (c) viewing our banking details on https://www.gla.co.za/payments/.  


